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1 Copies may be obtained, if needed, from 
the National Technical Information Service 
(NTIS), 5285 Port Royal Road, Springfield, 
VA 22161. 
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AUTHORITY: 5 U.S.C. 301. 

SOURCE: 63 FR 32616, June 15, 1998, unless 
otherwise noted. 

§ 212.1 Reissuance and purpose. 

This part: 
(a) Revises 32 CFR part 212. 
(b) Implements policy in DoD Direc-

tive 5124.5.1 
(c) Updates responsibilities and pro-

cedures to define and reestablish pa-
rameters for private organizations lo-
cated on DoD installations for their au-
thorization and support. 

§ 212.2 Applicability. 

This part applies to: 
(a) The Office of the Secretary of De-

fense (OSD), the Military Departments, 
the Chairman of the Joint Chiefs of 
Staff, the Combatant Commands, the 
Defense Agencies, and DoD Field Ac-
tivities (hereafter referred to collec-
tively as the ‘‘DoD Components’’). 

(b) Private organizations authorized 
to operate on DoD installations. 

§ 212.3 Definitions. 

(a) DoD Installation. A location, facil-
ity, or activity owned, leased, assigned 
to, controlled, or occupied by a DoD 
Component. 

(b) Private Organizations. Self-sus-
taining and non-Federal entities, incor-
porated or unincorporated, which are 
operated on DoD installations with the 
written consent of the installation 
commander or higher authority, by in-
dividuals acting exclusively outside 
the scope of any official capacity as of-
ficers, employees, or agents of the Fed-
eral Government. 

§ 212.4 Policy. 
It is DoD policy under DoD Directive 

5124.5 that procedures be established 
for the operation of private organiza-
tions on DoD installations to prevent 
the official sanction, endorsement, or 
support by DoD Components except as 
in 32 CFR part 84. Private organiza-
tions are not entitled to sovereign im-
munity and privileges accorded to Fed-
eral entities and instrumentalities. 
Private organizations are not Federal 
entities and are not to be treated as 
such, in order to avoid conflicts of in-
terest and unauthorized expenditures 
of appropriated, commissary surcharge, 
or nonappropriated funds. 

§ 212.5 Responsibilities. 
(a) The Assistant Secretary of Defense 

for Force Management Policy, under the 
Under Secretary of Defense for Personnel 
and Readiness, shall be responsible for 
all policy matters and OSD oversight 
for the monitoring of private organiza-
tions on DoD installations. 

(b) The Heads of the DoD Components 
shall implement this part, shall be 
kept aware of all private organizations 
located on installations under their ju-
risdictions, and ensure that periodic re-
views of private organizations are con-
ducted to: 

(1) Ensure for each such private orga-
nization that the membership provi-
sions and purposes on the basis of 
which the organization was permitted 
on the installation continue to apply, 
thereby justifying continuance on the 
installation. Substantial changes to 
those conditions shall necessitate fur-
ther review, documentation, and ap-
proval for continued permission to re-
main on the installation. 

(2) Furnish reports to the Assistant 
Secretary of Defense for Force Manage-
ment Policy on private organizations 
covered by this part as required. 

§ 212.6 Procedures. 
(a) To prevent the appearance of an 

official sanction or support by the De-
partment of Defense, a private organi-
zation covered by this part shall not 
utilize the following in its title or let-
terhead: 

(1) The name or seal of the Depart-
ment of Defense or the acronym 
‘‘DoD.’’ 
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